
“Duplicate/Triplicate” Absentee Ballots 
- Why would there be more than one absentee ballot per voter sent out? And why would more of them come back and than 

one per voter? 

 



Private Company with Election Access 
- Election Infrastructure ISAC is a non-profit who was given unfettered access to our election 
- Why do we have a need for this if our elections systems are not connected to the internet? 

 



 
 



Sharing Election Data w/ Private Company (ES&S) but Not Citizens (Denial of lawful KORA requests) 
- Why does Johnson County provide this data to ES&S but not Johnson County Citizens who pay for this? 

 
 



Private Company w/ Access to Our Voter Rolls 
- Why is ES&S being given access to our voter rolls? 
- What does it mean to “’un’ fullfill on the voters in our file”? 

 
 
 
 
 



ES&S Concern Their Software is NOT in Compliance w/ Kansas Law 
- Who from the state called them to initiate this inquiry? 
- Was their software in compliance? 
- If it wasn’t, was it updated? 
- If it was updated, was it re-certified? 
- If it wasn’t certified, then why was it in use? 

  
 
 
 



Coin Cell Battery Replacement 
- Elections Offices provides data to ES&S but not Johnson County Citizens who pay for this? 
- Six weeks prior to the 2020 primary, 867/1008 machines had an unidentifiable problem 
- Appears to be related to the battery needing to be replaced 

o Were the batteries replaced? 
▪ Is “cell” short for cellular, as in 4G Telit Modem like what was found in the ES&S machines in Antrim County, 

MI? 

• I thought our machines didn’t have internet connectivity? 
o Was their a maintenance order to ES&S for this? 
o Were the machines recertified AFTER the hardware change as required by state statute and federal law? 

 



Absentee Voting Ballots – Tracking & Verifying 
- Prior to making sure our systems could handle an increase in absentee ballots, the elections office agreed wholesale to make 

this change despite it being a “huge problem”. 
- There were problems with the way in which people could register and check their status 
- We paid $0.35 PER BALLOT to track them when we could spend $0.25 to just vote on paper in person—waste of tax dollars. 

 
 
 



ELVIS Access From Home 
- The Johnson County Election Office gave employees access to the state’s ELVIS system from their homes 

o Do their homes have hardened security for their IT? 
o Are there logs of who accessed the system and when? 
o How do we know someone didn’t access the voter registration system with nefarious purposes using the computers 

of Johnson County Election Office employees (hint—we don’t). 

 
 
 
 
 



ELVIS Access From Home (Cont.) 
- How do we know these steps were followed? 
- Isn’t any and every internet connection subject to hacking? 
- Who authorized and/or oversaw the internet traffic to and from the elections office/staff to ensure data security? 
- Who determined whether an employee had other internet applications open whilst using the ELVIS system? 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



ELVIS System Attack ON November 3rd, 2020 – General Election Day 
- A DNP3 Cold Restart was detected on Election Day, 2020 
- According to Draza Smith, AKA “Lady Draza” on Telegram (https://t.me/ladydraza), Kansas had TWO hard resets of the Elvis 

system on election day that resulted in votes for Trump going DOWN upon restart (See chart & associated emails between 
JoCo Election Office, ES&S & the Center for Internet Security 

 



ELVIS System Attack ON November 3rd, 2020 – General Election Day (Cont.) 
- Emails from ES&S point to an innocuous cause but why did the system reset TWICE and Trump lose votes each time it 

happened? 

 



ELVIS System Attack ON November 3rd, 2020 – General Election Day (Cont.) 
- Further analysis shows from Lady Draza shows this pattern and hard reset were common in other states (Ohio) as well 
- Both Kansas & Ohio reset once Florida was called for Trump 

 

 



ELVIS System Attack ON November 3rd, 2020 – General Election Day (Cont.) 
 

 



ELVIS System Attack ON November 3rd, 2020 – General Election Day (Cont.) 
 

 
 
 
 
 



One (1) Week Before 2020 General Election, KS State Elections Director Has Problem Accessing ELVIS System 
- Seemed to be tied to issue with Citrix—mentioned in conjunction with DNP3 cold restart above (on election day) 

 



Absentee Ballots Sent Illegally 
- 781 ballots were sent prior to legal timeframe  
- KS Election Director, Bryan Caskey, submits a maintenance request to CHANGE THE SENT DATE OF THE BALLOTS 

electronically to the legal date to do so in cooperation with ES&S 

 
 
 
 
 
 



Absentee Ballots Sent Illegally 
- ES&S Confirms they can and will change the date of the ballots sent in Doniphan County as well 

 



Major Software Update TWO WEEKS Prior to the Election 
- Kansas State & Federal law REQUIRE any electromechanical system of the election process that goes through a software, 

hardware or firmware update to be RE-certified after each event 
- When I asked for the last certification of machines from Johnson County, Cynthia Dunham provided the letter below from 

Kris Kobach dated October 11th, 2018 
o Johnson County resident showed Kris Kobach this email at a Young Republicans event at Burg & Barrel and Mr. 

Kobach said he did not recognize the letter 
o NOTE: There is no state seal on this letter nor is there a notary stamp or non-digital signature 

▪ Meta-data on the original certification shows it was made by Zach Hunt who works at the Johnson County 
Elections Office 

▪ Both the certification letter to ES&S & from the EAC pre-date the 2018 General Election in Johnson County. 
▪ Also, keep in mind the 2018 election in Johnson County was rife with problems and updates were either made 

to remedy it (re-certification needed) or they were not in which case the machines are operating without 
proper certification and in direct violation of State & Federal law 

 



Major Software Update TWO WEEKS Prior to the Election 
- The Voter View update was done PRIOR to it being certified by EAC (10/20/2018 vs 11/01/2018) 

o https://www.eac.gov/voting-equipment/ems-42-modification 

 
 
 
 
 
 

 

United States Election Assistance Commission 

Certificate of  Conformance  

 

Executive Director 

The voting system identified on this certificate has been evaluated at an accredited voting system testing la-
boratory for conformance to the Voluntary Voting System Guidelines Version 1.0 (VVSG 1.0) . Components 
evaluated for this certification are detailed in the attached Scope of  Certification document. This certificate 
applies only to the specific version and release of  the product in its evaluated configuration. The evaluation 
has been verified by the EAC in accordance with the provisions of  the EAC Voting System Testing and Cer-
tification Program Manual and the conclusions of  the testing laboratory in the test report are consistent with 
the evidence adduced. This certificate is not an endorsement of  the product by any agency of  the U.S. Gov-
ernment and no warranty of  the product is either expressed or implied. 

Product Name:  EVS 
 
Model or Version:  6.0.2.0 
 
Name of VSTL:  SLI Compliance 

 
EAC Certification Number:       ESSEVS6020 

 
Date Issued:   October 4, 2018 Scope of Certification Attached 

 

 

 

 

 

 

 

October 11, 2018 

 

 

Mr. Mark Manganaro 

State Certification Manager 

Election Systems and Software 

11208 John Galt Blvd. 

Omaha, NE 68137 

 

Dear Mr. Manganaro: 

 

Pursuant to K.S.A. 25-4404 and 25-4603, this office hereby grants certification to the Election 

Systems & Software EVS 6.0.2.0.  

 

All components have been tested by a qualified independent testing authority and have 

successfully completed conformance testing to the Voluntary Voting System Guidelines Version 

1.0 (VVSG). The EVS 6.0.2.0 system has been issued EAC certification number ESSEVS6020. 

 

Kansas law requires that if any further substantial changes occur in the kind or make of the 

equipment, operating system or software, such changes shall be reported to the Secretary of 

State. Our office may then require another certification examination in the voting system’s 

modified form.  

 

If you have questions, please contact my office. 

 

Sincerely, 

 

 
 

 

KRIS W. KOBACH 

Kansas Secretary of State 

 

KWK:bac 



VOTEKS.org Website Certificate Problem 
- Why does ES&S have full authority/acccess over the website our government uses to register voters despite our government 

owning the rights to the website? 
o The website is no longer active but the Wayback Machine has a link that shows it was a website owned/ran by the 

SOS but ES&S clearly had a roll in it’s use and implementation 
▪ https://web.archive.org/web/20191216125943/http://www.voteks.org/ 

- What kind of nefarious things could one do if they had full, unfettered access to our voter rolls? 
 

 

https://web.archive.org/web/20191216125943/http:/www.voteks.org/


 
Maintenance Request – “Clear Election Info” 

- Why was there a “consistent transfer back & forth” between Atchison & Johnson Counties? 
- Why did a voter’s ballot go from one county to another if the election systems are not connected to internet? 
- Why is there a maintenance request to “Clear Election Info” when records are supposed to be kept for 22 months post-

national elections? 

 



Multiple Issues with ELVIS in Cowley and Osborne Counties three (3) Weeks Before the Election 

 
 



Major Updates to Kansas Servers Preceded the Issues Above 
- The ELVIS system was having issues so a reinstall occurred and then all of the issues above followed 

 

 



ANOTHER Instance Where the Sent Date for Ballots Was Changed in Chautauqua, KS 

 



There Was a Major Pattern of Software & Firmware Updates Prior to the 2020 General Election 
- None of these updates were accompanied by re-certification of the machines 
- The “hash validation” mentioned is what determines data integrity 

o The outdated firmware in the machines means that they were NOT adequately equipped to validate any data prior to 
the update but the machines were not re-certified after a major change in the firmware (illegal) 

o If the bitmap issue was a non-factor, why make the update? 
o Texas Secretary of State thought it was a big enough deal NOT to use the machines. 

▪ WhoWhatWhy article by Jennifer Cohn explaining the issues below 
(https://whowhatwhy.org/politics/elections/election-assistance-commission-investigated-ess-voting-
systems/) 

 

 

https://whowhatwhy.org/politics/elections/election-assistance-commission-investigated-ess-voting-systems/
https://whowhatwhy.org/politics/elections/election-assistance-commission-investigated-ess-voting-systems/


There Was a Major Pattern of Software & Firmware Updates Prior to the 2020 General Election (Cont.) 
- If the hash validation rate was not important, why make the change so close the election? 

o As mentioned, the hash validation is what determine data integrity, ipso fact proper function of this feature is 
necessary for a secure election 

o Therefore, contrary to assertions by ES&S (LINK to report), this cannot qualify as a “de minimis” change as the 
absence of the change would result in no data integrity—this is electronic or electromechanical voting system fraud - 
KS Stat § 25-4414 (2019) 

 
 

https://www.eac.gov/sites/default/files/document_library/files/ESS%20Bitmap%20Records%20Redacted.pdf
https://law.justia.com/codes/kansas/2019/chapter-25/article-44/section-25-4414/


Maintenance Request to Change Mail Date for Ballot in the 2020 Primary 
- 2,259 ballots were sent prior to the allowable date (illegal) and then a maintenance request was filed to cover that up (also 

illegal) 

 



Tritek Ballot Logging 
- Tritek makes the machines that process absentee ballots and makes digital images of them 

o https://tritektech.com/solutions/correct-elect-vote-by-mail/ 
- It appears the machines were continuing to increase batch totals even after no ballots were going through 
- A patch was done to “fix” this issue 
- Do we use Tritek in Johnson County? 

 



Endless Maintenance Requests to ES&S 
- In the “ExpressVote Service” report generated by Connie Schmidt in Johnson County you can see numerous requests for 

maintenance billed at $174/hour. What better way to generate revenue then to create an election system rife with 
problems, delineate yourself as the only people (ES&S) that can work on them and then bill (without disclosing) an exorbitant 
amount every time a problem arises.  

 



Major Problem with ELVIS Right Before 2020 General Election 
- Bryan Caskey was concerned with major issues happening the ELVIS system just prior to all the ballots going out.  
- ELVIS manages our voter rolls. Problems here could lead to ballots going out that were not supposed to or to the wrong 

places. 
 

 



Johnson County Ballots Sent in Error for 2020 Primary 
- The wrong ballots were sent out for the 2020 Primary in Johnson County 

o Were those erroneous ballots retrieved? 
o Did any of them get cast? 

- Instead of remedying this, it appears the ballots sent in error were simply removed from the system with this maintenance 
request 

 



ELVIS System Was Accessed by Election Workers from Their Personal Homes 
- Regardless of how hardened the network may or may not be (it isn’t), the primary residence of Johnson County employees 

do not have network security protecting their WIFI or hardwired internet connection. Any “bad actor” could access that 
employees home network and steal or manipulate data via hacking or through physical access to the employee’s computer. 

- There were no guidelines to govern this, and a multiplicity of “events” occurred before and during the 2020 elections that 
calls into question the security of the ELVIS system. 

 



Johnson County Elections Director, Connie Schmidt, Had Concerns About the ES&S System & Their Machines 
- Connie raises some very big/valid concerns about the security and functionality of the ES&S system 

o See: “ExpressVote Service Report - Johnson County, KS” submitted by Connie Schmidt along with this letter in the 
emails KORA’ed by Shara Collins from the SOS for full list of problems 

- Pay close attention the 2nd page of the letter as it clearly says the “date/time coin problems are numerous” and as a result 
the opening and closing tabulator tapes are/were displaying inaccurate data calling into question the integrity of results. 

 



Engineering Change Order on 05/10/2022 Violated State & Federal Law 
- According the 2020 Legislative Briefing Book, all systems in Kansas could be certified to Verified Voter System Guidelines 2.0 

as defined by the Federal Election Assistance Commission.  
o You can also see the 2018 legislation required the date and time of the vote being case to be recorded which ties into 

the letter Connie Schmidt sent. 

 



Engineering Change Order on 05/10/2022 Violated State & Federal Law (Cont.) 
- Even with this change, they were still only updated to VVSG 1.0 in contravention to State & Federal Law 

o In addition, any changes to software, firmware or hardware of the election system should go through recertification 
each time. 

o This did and does not happen because working in coordination with the testing lab (Pro V&V) ES&S simply deems it a 
“de minimis” change which allows them to skirt this provision 

o However, even if it is “de minimis”, it was NOT certified correctly either before or after the update. 
▪ Plus, how can a that intended to “enhance the security and performance of the database”, a large component 

of the election system and process only qualify as “de minimis”? HINT: It cannot. 
 

 



Election Server Failure – June 11th, 2020 
- 8 different data centers the service our elections suffered an outage/failure on June 11th, 2020.  
- Tierpoint is the provider for hosting: https://www.tierpoint.com/ 

o There was a 3 ½ period where our elections systems were completely down and/or compromised 
o What happened to our data during this time? 

- On July 7th, 2020, emails between ES&S and KS Elections Officials indicate ongoing issues and another update to ELVIS. 
 

 

 

https://www.tierpoint.com/

